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Document's target audience: 

 

This document intended to all BAS HUB users or candidate to join the BAS HUB that will manipulate data from and / or to the HUB. 

This includes BAS hub services end users, infrastructures administrators and guest users. 

 

Modifications executive summary:  

Policy regarding services providers' evaluation of the security against Advanced Persistent Threats: 

The paragraph of the Chapter 8.1 “Information systems security requirements” dealing with Service 
providers’ obligations and responsibilities toward the security management of its services has been 
detailed regarding the security assessments that service providers shall perform. 

It has been requested to service provider to perform cyber-attack simulations on its services after en-
try into service and show evidences of the capability of the service provider to detect and stop such 
attacks. 

The obligations in terms of resolutions of the issues discovered during those security evaluation as 
well as during the BoostAeroSpace Security Management Authority (SMA) mandated audits has also 
been more detailed in terms of delay in regards of the severity of the issues. 

BoostAeroSpace executive committee vs president references: 

The references inside the Policy regarding the former executive committee body has been replace with 
"President" structure, following the change of BoostAeroSpace governance that happened in January 
2015. 
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Detailed modifications: 

1. Modification 1 

Paragraph(s) and page(s) number(s): 

 Chapter 8.1 “8.1. Information systems security requirements”, P20. 

Modification summary:  

The paragraph of the Chapter 8.1 “Information systems security requirements” dealing with 
Service providers’ obligations and responsibilities toward the security management of its ser-
vices has been detailed regarding the security assessments that service providers shall per-
form. 

It has been requested to service provider to perform cyber-attack simulations on its services 
after entry into service and show evidences of the capability of the service provider to detect 
and stop such attacks. 

The obligations in terms of resolutions of the issues discovered during those security evalua-
tion as well as during the BoostAeroSpace Security Management Authority (SMA) mandated 
audits has also been more detailed in terms of delay in regards of the severity of the issues.  

Previous Security Policy 1.2 extract: 

 

 

New Security Policy 1.3 extract: 
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2. Modification 2 

Paragraph(s) and page(s) number(s): 

All document. 

Modification summary:  

The references inside the Policy regarding the former executive committee body has been re-
place with "President" structure, following the change of BoostAeroSpace governance that 
happened in January 2015. 

Previous Security Policy 1.2 extract: 

 

New Security Policy 1.3 extract: 

 

 

 

 

 


